Protection

Mechanism for controlling access by processes (programs, users) to system and user resources in multiprogramming environment.

Unprotected resource cannot defend against use or misuse of the unauthorized users. DOS or Windows 3.11.

Protection oriented system can distinguish who is authorized or not.

Lab: Linux command – chmod, mount and umount

Networking

Ch15 and later

Routing and connection strategy. Different OS communication. Ethernet, TCP/IP.

Remote file access. FTP, SSH

Lab: Linux command – routetrace

$ man –k route

$ man –k network

Device Management

I/O System. P.152

OS device manager is in charge of I/O operation; overlapping between I/O operations and CPU processing.

Device manager is composed of a device –independent part and device-dependent driver.

See slides: device driver interface; device management organization.

See slides: overlapping the operations of I/O and CPU processing.

Direct I/O with polling

CPU starts I/O then check if it is finished or not. If done, execute next; else wait in loop.


See slide: polling I/O read operation. P.159

(1) Read (x) – one byte user program; through trap system call

(2) Driver checks the status of the device controller (busy = = 0 && done = = 0); if true, go to (3); else wait

(3) Driver inputs “read” to command register of the controller to start the device

(4) Device is working (data from device ( data register of controller) while driver checks status of the controller (busy = = 0); if true, go to (5); else, wait

 (5) Driver copies the data from DR of controller to CPU, then RAM.

Similar with “write” operation.

Not efficient in CPU utilization: CPU cycles are used by driver repeatedly test the controller’s status while it is busy.
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